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1.	 Globalization, rapid strides in Information 
Technology and increased expectations of the 
customers have forced banks to make alterations 
in systems, processes, strategies and evolve 
newer products/ services mainly technology driven 
products on a continuous basis. With the banking 
sector becoming increasingly complex, competitive 
and customer oriented, banks have started exploring 
and experimenting newer business models to meet 
the increasing challenges not only in India but also 
in the Asia Pacific region.

2.	 Financial inclusion is another area where a lot of 
emphasis is being placed today, with PMJDY.  In 
order to achieve this, currently multiple models like 
SHG-Bank Linkage, MFI lending, BC models, small 
banks, payment banks, etc. are operating or will be 
in operation. However, there is still a long distance to 
traverse. The capacity building of BCs, the financial 
literacy of the unbanked, synergising the efforts of 
the different stakeholders are all important issues. 
A survey of bankers revealed that identification of 
the unbanked and penetration of FLCs to the bottom 
level were imperative for the success of the Financial 
Inclusion campaigns. The recent campaign aimed at 
school children were a positive initiative to speed up 
the financial literacy programmes. 

3.	 The changing banking landscape with the entry of 
small banks and payment banks would mean that 
there would be more players in the industry. On the 
one hand, this would threaten the position of the 
existing players at least in the medium term. But on 
the other hand, there will be pressure on the existing 
banks to innovate. Partnership and collaboration 
rather than competition will be the way forward. 
However, payment banks cannot solely substitute 
the present bank structure especially in the rural 
and semi urban space, where Public Sector Banks 
enjoy more trust. 

4.	 The brick and mortar branch as seen today may 
undergo transformations keeping in mind the 
changes in the landscape. They may not disappear 
entirely, but may need to change their focus and 
core activities. They could well become customer 

learning centres, delivery points for e-commerce or 
centres for cross selling of products. 

5.	 It is also necessary to recognise and acknowledge 
the new paradigms in payment systems which is 
taking place at a break neck speed. The last 10 
years has seen a major shift in India, from cash 
based systems to electronic payment systems, 
thanks to the various measures initiated, setting up 
of the digital platforms, regulation and promotion 
of alternate channels and payment gateways and 
guidelines to the security measures that have been 
put in place. 

6.	 The growing ease and convenience of new and 
emerging payment systems allowing anytime, 
anywhere payments is tempting to both consumers 
and the merchants' ecosystem. With every major 
telecom player coming into the payment space, the 
dominance of the banking structure in the payment 
system is also expected to reduce. The reasons for 
the shift in paradigm has been varied and has arisen 
on account of increasing customer expectation, fillip 
provided by technological advancements and the 
sea change in delivery procedures. 

7.	 Ultimately, the customer is the king. The customer 
will always choose the channel and cannot be 
forced to accept the channel. Not only should banks 
be geared to deliver in the days to come, but they 
should also be customer centric. Challenges towards 
this on the staff front will have to be addressed.

8.	 The key for banks going forward is of course 
cost containment, revenue maximisation by 
improving productivity and also increasing the 
third party/fee income. The emerging focus areas 
are risk management, compliance, IT, business 
analytics, financial inclusion etc. There are also 
a lot of security concerns with the growing use of 
Information Technology. Security considerations 
and confidentiality of data make it necessary for 
banks to be very careful of the entire system and 
ensure that there is no data leakage or compromise 
on the security aspect.
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